




The Road Here 
• Things that have changed in 

the fire service over the past 25 
years:

• Bunker Gear & PPE
• Mission / Incident Types
• Apparatus and Equipment
• Communications
• Tactics and Strategies 
• The workforce 
• Training
• Available Technology

• Things that haven’t changed 
in the fire service over the 
past 25 years:

• Our legacy Incident 
Reporting System, NFIRS



















Data Intelligence Powered by NERIS











Vendor Readiness
The NERIS-compatible badge signifies that a vendor’s software 
is capable of data exchange with the NERIS platform. 

To earn a NERIS compatibility badge, a vendor must:

1. Create an integration between their software and NERIS

2. Submit a new incident in the test environment to the FSRI 
Fire Department

3. Capture the unique incident number and submit an update 
to the incident that was created

4. Establish a station and add a unit to the FSRI Fire 
Department
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Fire/CRR Data-Driven Decisions 

• The future of Fire based CRR (and fire departments in 
general) will be shaped by our ability to align with 
information to inform us about all types of risk, especially 
the complex interplay related to the public we serve.  

• Many of the people at risk for fire-related emergencies 
are also heavy users of the EMS system.  

• Future leaders will have to hone skills in understanding 
data from a variety of sources to gain a clearer 
understanding of a community’s public safety ecosystem.





CRR Structure

State of the home 
assessment.
• Occupants
• Alarms
• Hoarding
• Etc.

Virtual and in-
person events.
• Campaigns
• Training
• Prevention
• MIH

Land and structure 
inspections
• Codes and 

Permits
• Maintenance
• Zoning
• Assessments

• Location
• Functionality
• Flow Rates











Tenants of “Good” Data Governance

Goals
• Enable better decision-making
• Reduce operational friction
• Protect the needs of data 

stakeholders
• Train management and staff to 

adopt common approaches
• Build standard, repeatable 

processes
• Reduce costs and increase 

effectiveness through coordination 
of efforts

• Ensure transparency of processes

Data Governance Principals 
• Integrity
• Transparency
• Auditability
• Accountability
• Stewardship
• Checks-and-Balances
• Standardization
• Change Management





NERIS Data Sharing Policy

Entities onboarded into NERIS agree to share data with their 
respective State Fire Marshal’s office and the United States Fire 
Administration’s (USFA) node within the system. 

Shared data will be used to assess aggregate emergency responses 
at state and federal levels.

Note: While entities may opt out of data-sharing agreements, they 
should be aware that participation in certain state or federal 
programs may mandate data sharing within NERIS.



NERIS Data Retention Policy
NERIS is not authorized to serve as an entity’s system of record in fulfilling their local 
jurisdiction’s records retention or storage solution. 
Retention of Raw Incident Data:

• All raw incident data collected by NERIS will be retained for a period of seven (7) years from the date of 
collection, as required by FEMA.

• After the initial seven years, raw data will be moved to long-term archival storage using solutions designed for 
infrequent access, using a service optimized for SQL-based data. This ensures data integrity while reducing 
storage costs.

Retention of Transformed Incident Data:

• All transformed (processed and cleansed) incident data derived from raw data (e.g., aggregated datasets, 
normalized datasets, or trend analyses) will be retained and accessible to users indefinitely. 

• Supports long-term historical and trend analysis to inform public safety initiatives, emergency response planning, 
and federal reporting requirements.



NERIS User Privacy
Required fields for account:  
• E-mail Address
• First Name, Last Name

NERIS Policies:
• Terms of Use

• https://neris.fsri.org/terms-of-use
• Privacy Policy

• https://neris.fsri.org/privacy-policy

NERIS Compliance:

• NERIS intends to be fully complaint with states privacy rights regulations including but not 
limited to: CCPA/ CPRA (CA), CDPA (VA), CPA (CO)



NERIS Data Privacy
Incident Data Privacy
NERIS Incident Data has undergone a privacy threshold assessment and has been determined not to contain SPII.

What is PII?
• Personally Identifiable Information; Information that can be used to distinguish or trace an individual’s identity, 

either alone or when combined with other information that is linked or linkable to a specific individual.
 

What is SPII?
• Sensitive Personally Identifiable Information; like Social Security, Credit Card, Medical Records, etc. that could 

cause serious harm if disclosed without authorization. 

Fire Department - Data Entry Responsibility: 
• Free text fields in incidents should not have SPII or PII information entered. 
• If PII or SPII is entered into an open text field, NERIS automatically scans, identifies, and redacts such 

data/information. 



NERIS Secure By Design
Authorization - Access Control

  Each entity (or fire department) is responsible for managing access to its data within NERIS.

A single User may be affiliated with multiple entities and therefore provided access and assigned 
roles in multiple entities/departments within NERIS.

  An initial entity admin will be verified by the NERIS team during onboarding. 

The entity admin can invite users, assign roles, and manage permissions as described below:

• Entity User: Submits and views incident data, modifies personal attributes, and interacts with system features.

• Entity Superuser: Everything a user can do plus can edit/approve incident data.

• Entity Admin: Everything a superuser can do PLUS responsible for approving user roles, managing entity attributes, 
approving 3rd party software integrations, and ensuring secure data handling.



NFIRS to NERIS
Transition 



NFIRS Transition Basics
• NFIRS

• Planned for sunset and decommissioning in early 2026.

• NFIRS Public Data Release (PDR) on OpenFEMA
• Cleaned and processed annual, national data set made publicly available. 
• Not full, raw data.
• Data currently available for 1980-2023.
• Data for 2024 and 2025 will be packaged and released on OpenFEMA
• Link: https://www.fema.gov/about/openfema/data-sets/fema-usfa-nfirs-

annual-data 

• NERIS will not consume or connect with historical NFIRS data



Tentative NFIRS Sunset Timeline

• CY2025 will be a hybrid reporting year.
• Once a fire department onboards onto NERIS and starts reporting incidents, they 

do not also have to submit to NFIRS in CY2025.

• CY2025 incidents can be submitted to either NFIRS or NERIS 
depending when a department onboards.

• January 15, 2026 – End date for CY25 Incidents to be submitted into NFIRS
• January 31, 2026 – End date for edits/modifications for CY25 incident records in 

NFIRS

• CY2026 incident reporting.
• Starting January 1, 2026 incident data submission exclusively in NERIS
• No CY2026 incidents will be submitted into NFIRS

*Dates and timeline are subject to change.



NFIRS Data Ownership

• Entities contributing data to NFIRS retain ownership of their data.

• NFIRS is not authorized to serve as an entity’s system of record in 
fulfilling their local jurisdiction’s records retention or storage solution. 

“The data collected and input into NFIRS by the local fire departments and states belongs the specific 
users; FEMA/USFA does not have access to this information other than those staff who maintain the 
system. Therefore, historical data including PII are kept indefinitely for use in longitudinal analyses by 
those fire departments that own the data.” 
Privacy Impact Assessment for the National Fire Incident Reporting System (NFIRS)
DHS/FEMA/PIA-044 









Review
• Local fire departments retain the ownership and responsibility to maintain their 

incident records in accordance with their local, and/or state retention policies.

• If a state maintains a state-wide incident database, the state is responsible to 
maintain records in accordance with the state records retention schedule. 

• As agencies migrate to NERIS, ensure timely closure of NFIRS data*
• Jan 15, 2026 – End of new Incidents in NFIRS 
• Jan 31, 2026 – End of incident updates in NFIRS
• February 2026 - NFIRS will sunset 

• User access to the NFIRS Enterprise Data Warehouse will also no longer be available.

• NFIRS Public Data Release (PDR) will remain and stay publicly available on 
OpenFEMA

*Dates and timeline are subject to change.






